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Next Generation Workspace Security

Ensuring a secure, safe work environment.
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How It Works

The agent’s identity is authenticated, and any unauthorized person in or near
the agent’s workspace (e.g., shoulder surfing) is detected. Checks are done at
login, periodically throughout day, or as an immediate response to an alert.

Access to or use of banned devices (e.qg., cell phones) is detected, preventing
any unauthorized data capture, such as via recording, SMS, or photos. Attempts
to circumvent control (e.g., covering the camera or using a photograph instead
of a live face) are detected and an alert is made in real time.

All business rules are established by account with configurable parameters,
customizable response by severity, automated actions, real-time alerts, and
violation audits.
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For more information, visit: www.concentrix.com/securecx
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